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Complimentary Lunch Seminar

Securing and Managing Privileged
nd Administrative Passwords

Wednesday, June 21, 2017

11:30am - 1:00pm

Mastro's Steakhouse
Washington , DC

Mike

Privileged accounts have been leveraged in every recent breach and are an area of
focus of a number of Federal mandates and guidelines such as the DHS CDM
Program, the 30 Day Sprint, NIST 800 53 rev 4, FISMA, and HSPD-12. CyberArk is
hosting a seminar focused on mitigating risk while meeting these reguirements on
Wednesday, June 21, 2017 in Washington , DC. We will be discussing best practices
for a successiul privileged account security program, and how we have been
assisting many Federal agencies over the past years.

You will learn how CyberArk can help you:

+ Support DHS CDM Goals around Privileged Account Management
«  Enable Multi-Factor Authentication on all account types (including shared
privileged accounts, legacy systems, etc.)
s Automale recommended security controls for NIST 800 53 rec. and FISNA
«  Mitigate the risk of insider threatls, lateral movement, and the pass-the-hash
attacks
+ Protect domain controllers from Kerberos and Golden Ticket attacks
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In addition, you will have the opportunity to shape the discussion by sharing ideas and
posing questions. We look forward to your attendance and an interactive discussion about
Privileged Account Security.

Regards,
Madalynn Lauria
617.630.6550
CyberArk
60 Wells Ave | Newton, MA 02459
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